
The Need for Training
 The latest phenomenal and enormous advances in the field of information technology and information flow in the last three
 decades; have brought about an electronic revolution which is applied now in every single aspect of life. It has become very
 difficult anywhere to do without their infinite services. As the nature of human soul, some sinner and wicked people exploit the
 scientific inventions and what they offer of advanced means in committing many traditional crimes by taking advantage of the
 enormous potential of these inventions and innovations, or by introducing and creating other forms of criminality associated
with these techniques (inventions). This becomes subject to these crimes or means to commit them

Identifying the knowledge, skills and attitudes that enable targeted audience to perform these tasks

Participants are not required to be familiar with computer.
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Course Outline
General Introduction to Information Security.

 Different types of viruses, what they are and their
expected effects

Different types of penetrations.

Types of computer criminals.

The different terms of Information security breaches.

specialized Criminal reports and information security.

Targeted Categories
Judges.

Workers in the field of criminal investigation.

Lawyers.

Members' Expected Outcomes
Identify the different forms of computer crimes..

Identify the important terms in electronic crimes, and the possibility of understanding the CID security reports.
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Technical security concepts
in the judicial and security areas



s e c u r i t y - c i r c l e s . c o m

    info@security-circles.com :����� إ����و� 
ص.ب 281881 ا���� ا����ـ�ي 11392  |  ا���اض - �ارع ��ان ا��ار��

ا��وا�� ا����
Security Circles

Technical security concepts
in the judicial and security areas


